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https://www. icts. nagoya—u. ac. jp/ja/security/THERS_security-policy. pdf
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https://www. icts. nagoya—u. ac. jp/ja/security/policy. html
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For submission

Pledge of Compliance
with Nagoya University Information Security Policy

If you agree to all the notice in the Information Security Policy Compliance Pledge below, we ask you
to sign the signature line below.
In 2020 (Reiwa 2), the national university corporation Gifu University and the national university
corporation Nagoya University were integrated in order to drastically strengthen the education and
research functions for the future and further contribute to the sustainable development of the Tokai
region, and Tokai National Higher Education and Research System was established. Nagoya
University is one of the Tokai National Higher Education Organizations.
As a member of the academic community of Nagoya University, I will carefully read the following three
documents and hereby pledge to comply with the rules, regulations and guidelines specified therein.

Tokai National Higher Education and Research System Information Security Policy(*1)

S

Nagoya University Information Security Policy (*2)

o

Nagoya University Information Security Guidelines(*3)

Examinee number

Date:

School / Graduate School:
Department:

Name:

Signature:

Notice:

(1) Nagoya University members who violate the Tokai National Higher Education and Research System
Information Security Policy, the Nagoya University Information Security Policy, and/or the Nagoya
University Information Security Guidelines may be subject to disciplinary action according to the
Nagoya University General Rules, the Nagoya University Student Discipline Rules, etc.

(2) If you download a copyrighted work (music, video, comic, book, paper, computer program) while
knowing that it is illegal delivery even for private use, you may be subject to damages and
punishment (Imprisonment for up to 2 years, a fine of up to 2 million yen, or both).

(3) Nagoya University prohibits the use of file sharing software such as Winny, WinMX, Share, Gnutella
(Cabos, LimeWire, Shareaza, etc.), Xunlei and BitTorrent.

SXIf the use of said software is required for education or research purposes, prior approval by the
Information and Communications Headquarters is mandatory.

(4) Nagoya University’s Information services will be available if you take and pass the "Information
Security Training for New Students " (* 4) by e-Learning. Until you pass, you will not be able to use
any internal information services.

(5) Please submit your pledge after signing either the English version or the Japanese version (reverse
side) of the pledge.

(*1) Refer to the following URL for the Tokai National Higher Education and Research System
Information Security Policy.
https://www.icts.nagoya-u.ac.jp/en/security/ THERS security-policy en.pdf

(*2) Refer to the following URL for the Nagoya University Information Security Policy.
https://www.icts.nagoya-u.ac.jp/en/security/policy.html

(*3) Refer to the following URL for the Nagoya University Information Security Guidelines.
https://www.icts.nagoya-u.ac.jp/en/security/guideline.html

(*4) Refer to the following URL for the "Information Security Training for New Students" through
e-Learning (NUCT).
https://www.icts.nagoya-u.ac.jp/en/security/training.html



fEHAEEA

FEx=V 74 RN O —BTFERNE

TR, B2V 7T 4R —EFENEOEEFHEHDO T XTICREBEW T 725
ITEBLAMICEA ZBEO W LET,
70d3, 2020 (5FN2) AR, ASRICIANT CEEMICHERE 2 AR L U, SRk o Fre %

JBIC—JBHEBRT D720, ESLRFEIENGRERT: L ESLRFEANA TR Z A L, ESLR
FAE N EN R P 2 0L LR Lc, Al BRFAIHEE N R PO 1 R TT,

L BRFEADNHZHT=-T, UUTFERGEL, EFLET,
a)  HMEENT KPS R X2 U 7 0 B Y >— (k1)
b) AHEBRFHEREX 2V T 4 AU >—(%2)
) AHBRBKFEREX2V T4 HA RFA 2 (%3)

H AT
TR TR
EREVE R

K4 (%)

EEFEE:

(1) HHEENL R EEEE RS2V T o R o —, AEBEKRZEHEREX 2V T R v —K
U%ﬁ%ﬁ%%ﬁf%;)74ﬁ4h74/ B LIS EE, 4h R & U
TERRFFPAEOEAEFEICET OHBRECL VLD EZZTLZLDBHY 7,

2) FAERHER ThH->TH, BEEETHLZ 20 2PN LEEY (535 - B - 12 -
EE WX -ara—FTur L) 2X - RRT5E, HERMESLAICL -
TIIMET (2 HFLLUF OB L <13 200 GHELF O, XUIZDOWST) ORRL 2%
REMERH D 7,

B) L EBKRFETIE, 77 ANAH Y 7 N THD Winny, WinMX, Share, Gnutella (Cabos,
LimeWire, Shareaza %) , Xunlei, BitTorrent |Z{#i Az T9,

KEABEWIE LR GA TN TIE, FANTIERESEHEEAT OFF AT A LE T T,

(4) FROFRY —E AT e-Learning IC L5 DIHAEEHREX 2V T 1 HE] (x4) 25255 L
G2 2 L TRIMAREICZR D £3, BT 5 X TAHB RN RIS 2 85 IGHm T —
EXIFHTEEE A,

(5) HARGE)IGE (Em) OLRNEOLELLMNCEAZ LTI LTS EI N,

(k1) HMBEN K FEBEERE X 2V 7 o R =3 T 22 L T EE N,

https://www. icts. nagoya—u. ac. jp/ja/security/THERS_security-policy. pdf

(*2) HEERFEREX 2V T4 AR O—IFUTEZZRL TS0,

https://www. icts. nagoya—u. ac. jp/ja/security/policy. html
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Duplicate

Pledge of Compliance
with Nagoya University Information Security Policy

If you agree to all the notice in the Information Security Policy Compliance Pledge below, we ask you
to sign the signature line below.
In 2020 (Reiwa 2), the national university corporation Gifu University and the national university
corporation Nagoya University were integrated in order to drastically strengthen the education and
research functions for the future and further contribute to the sustainable development of the Tokai
region, and Tokai National Higher Education and Research System was established. Nagoya
University is one of the Tokai National Higher Education Organizations.
As a member of the academic community of Nagoya University, I will carefully read the following three
documents and hereby pledge to comply with the rules, regulations and guidelines specified therein.

Tokai National Higher Education and Research System Information Security Policy(*1)

s I8

Nagoya University Information Security Policy (*2)

¢. Nagoya University Information Security Guidelines(*3)

Examinee number

Date:

School / Graduate School:
Department:

Name:

Signature:

Notice:

(1) Nagoya University members who violate the Tokai National Higher Education and Research System
Information Security Policy, the Nagoya University Information Security Policy, and/or the Nagoya
University Information Security Guidelines may be subject to disciplinary action according to the
Nagoya University General Rules, the Nagoya University Student Discipline Rules, etc.

(2) If you download a copyrighted work (music, video, comic, book, paper, computer program) while
knowing that it is illegal delivery even for private use, you may be subject to damages and
punishment (Imprisonment for up to 2 years, a fine of up to 2 million yen, or both).

(3) Nagoya University prohibits the use of file sharing software such as Winny, WinMX, Share, Gnutella
(Cabos, LimeWire, Shareaza, etc.), Xunlei and BitTorrent.
¢ If the use of said software is required for education or research purposes, prior approval by the

Information and Communications Headquarters is mandatory.

(4) Nagoya University’s Information services will be available if you take and pass the "Information
Security Training for New Students " (* 4) by e-Learning. Until you pass, you will not be able to use
any internal information services.

(5) Please submit your pledge after signing either the English version or the Japanese version (reverse
side) of the pledge.

(*1) Refer to the following URL for the Tokai National Higher Education and Research System
Information Security Policy.
https://www.icts.nagoya-u.ac.jp/en/security/ THERS security-policy en.pdf

(*2) Refer to the following URL for the Nagoya University Information Security Policy.
https://www.icts.nagoya-u.ac.jp/en/security/policy.html

(*3) Refer to the following URL for the Nagoya University Information Security Guidelines.
https://www.icts.nagoya-u.ac.jp/en/security/guideline.html

(*4) Refer to the following URL for the "Information Security Training for New Students" through
e-Learning (NUCT).
https://www.icts.nagoya-u.ac.jp/en/security/training.html



